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Abstract—WiFi fingerprint-based localization is regarded as
one of the most promising techniques for indoor localization. The
location of a to-be-localized client is estimated by mapping the
measured fingerprint (WiFi signal strengths) against a database
owned by the localization service provider. A common concern
of this approach that has never been addressed in literature is
that it may leak the client’s location information or disclose the
service provider’s data privacy. In this paper, we first analyze
the privacy issues of WiFi fingerprint-based localization and
then propose a Privacy-Preserving WiFi Fingerprint Localization
scheme (PriWFL) that can protect both the client’s location
privacy and the service provider’s data privacy. To reduce the
computational overhead at the client side, we also present a
performance enhancement algorithm by exploiting the indoor
mobility prediction. Theoretical performance analysis and ex-
perimental study are carried out to validate the effectiveness of
PriWFL. Our implementation of PriWFL in a typical Android s-
martphone and experimental results demonstrate the practicality
and efficiency of PriWFL in real-world environments.

Index Terms—WiFi fingerprint-based localization; location
privacy; data privacy; homomorphic encryption.

I. INTRODUCTION

The high demand for location information to enable perva-
sive computing applications in indoor environments, coupled
with the lack of GPS signals in buildings, has motivated a
large body of research on indoor localization. In particular,
there has been a focus on leveraging existing infrastructures
(e.g., WiFi access points) to enable indoor localization, taking
advantage of the fact that the cost of deploying a specialized
infrastructure for localization can be avoided. One of the
most popular localization techniques used for positioning with
wireless access points is based on the received signal strength
(RSS) and the method of fingerprinting [1], [2], [3], [4]. Com-
mercial providers of this type of positioning services include
Google, Navizon, Skyhook Wireless, as well as WiFiSLAM.

WiFi fingerprint-based localization consists of two phases,
offline training and online operating. In the offline training
phase, the service provider measures the WiFi signal strengths
(WiFi RSS fingerprints) from various access points (APs)
of known locations and records the WiFi fingerprints and

the corresponding locations in a fingerprint database. The
database can be stored on a localization server operated by
the service provider or distributed to clients’ end devices.
During the online operating phase, a client that is going to
locate itself could measure the signal strengths at a specific
location from nearby APs to obtain the WiFi RSS fingerprints
at this position. Then an algorithm is employed to compute the
Euclidean distance between the sampled data and each WiFi
fingerprint in the database. After that, 𝑘 “closest fingerprints”
are chosen to derive the client’s location.

Although regarded as a promising approach for indoor
localization, WiFi fingerprint-based localization can lead to
potential privacy violations. On one hand, a localization query
carrying the client’s WiFi fingerprint can inevitably leak
the client’s location information. Existing research indicates
that location traces can leak information about the individ-
uals’ habits, interests, activities, and relationships [5], [6].
Consequently, the loss of location privacy can expose users
to unwanted advertisements and location-based spams/scams,
may cause social reputation or economic damage to the users,
and can make the users victims of blackmails or even physical
violences. On the other hand, due to the high cost of building a
fingerprint database, the service provider has a strong incentive
to protect its precious WiFi fingerprint data from leaking
to unauthorized mobile users. Therefore, keeping the data
confidentiality while still allowing the proper functionality of
the WiFi fingerprint database is another fundamental require-
ment to achieve a practical WiFi fingerprint-based positioning
system.

Several approaches have been proposed to protect clients’
location privacy in location-based services (e.g., k-anonymity
[7], [8] and mix zones [9]). However, they face the chal-
lenge of lacking trusted third parties in WiFi fingerprint-based
localization. Furthermore, these works intend to protect the
location privacy of the users requesting location-based services
by submitting their location information with the requests,
assuming that each client has obtained its location without any
privacy concern. Another line of related research is privacy-
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preserving biometric identification [10], [11], which seeks only
the closest match. In contrast, in our WiFi fingerprint-based lo-
calization, 𝑘 “closest fingerprints” are required simultaneously
for location estimation.

In this paper, we propose a Privacy Preserving WiFi
Fingerprint-based Localization scheme, coined as PriWFL. We
first give a naive version of PriWFL, addressing how clients’
location privacy can be protected based on homomorphic
encryption. To overcome the privacy vulnerabilities of the
naive scheme, several enhancements are introduced to obtain
the complete version of PriWFL which can protect both the
client’s location privacy and the service provider’s data priva-
cy. Furthermore, to mitigate the client’s computational over-
head, we present a novel indoor mobility prediction algorithm.
Experimental results and theoretical performance analysis both
demonstrate the effectiveness of our proposed scheme in
privacy protection for WiFi fingerprint-based localization. The
major contributions of this paper are summarized as follows:

∙ To the best of our knowledge, this work is the first
to address the privacy issues of WiFi fingerprint-based
localization.

∙ We propose and justify the design motivation of PriWFL,
a novel scheme that can protect the client’s location
privacy and the server’s data privacy.

∙ We design an indoor mobility prediction algorithm to
reduce the computational overhead at the client side.

∙ We implement PriWFL and carry out a comprehensive
experimental study in typical office buildings to evaluate
its performance.

The rest of the paper is organized as follows. Section II
introduces the background and threat model. Section III details
the description of our proposed scheme. Section IV presents
the indoor mobility prediction algorithm. Section V reports the
experimental evaluation results. We discuss the related work
in Section VI and conclude this paper in Section VII.

II. BACKGROUND AND THREAT MODEL

A. Overview of WiFi Fingerprint-Based Localization

WiFi fingerprint-based localization is one of the most com-
monly used indoor localization techniques. The process of
WiFi fingerprint-based localization can be divided into two
phases: offline training phase and online operating phase.
During the training phase, experts (hired by the service
provider) measure the WiFi fingerprint 𝑉𝑖 at each location
(𝑥𝑖, 𝑦𝑖) in an interested area, and store ⟨𝑖, (𝑥𝑖, 𝑦𝑖) , 𝑉𝑖⟩ in the
WiFi fingerprint database 𝐷. Here 𝑉𝑖 = (𝑣1, 𝑣2, ..., 𝑣𝑗 , ..., 𝑣𝑁 )
is a 𝑁 -dimensional feature vector, with 𝑣𝑗 being the average
WiFi signal strength at location (𝑥𝑖, 𝑦𝑖) from the 𝑗th access
point 𝐴𝑃𝑗 , and 𝑁 being the total number of access points.
The database 𝐷 can be stored on a localization server or
distributed to the clients. In the online operating phase, a to-be-
localized client first samples the signal strengths from various
APs, which is denoted as 𝑉 ′ =

(
𝑣′1, 𝑣

′
2, ..., 𝑣

′
𝑗 , ..., 𝑣

′
𝑁

)
. Then

the squared Euclidean distance 𝑑𝑖 between 𝑉 ′ and a WiFi

fingerprint 𝑉𝑖 is computed as follows

𝑑𝑖 = ∥𝑉 ′ − 𝑉𝑖∥2 =

𝑁∑
𝑗=1

(𝑣𝑖,𝑗 − 𝑣′𝑗)
2

=

𝑁∑
𝑗=1

𝑣2𝑖,𝑗︸ ︷︷ ︸
𝑆𝑖,1

+

𝑁∑
𝑗=1

(−2𝑣𝑖,𝑗 ⋅ 𝑣′𝑗)︸ ︷︷ ︸
𝑆𝑖,2

+

𝑁∑
𝑗=1

𝑣′2𝑗︸ ︷︷ ︸
𝑆3

(1)

Finally, the 𝑘 nearest neighbors are selected to estimate the
client’s location, i.e., the centroid of the locations correspond-
ing to the 𝑘 nearest neighbors is the location of the to-be-
localized client.

B. Threat Models and Assumptions

Our study considers both the client’s location privacy and
the service provider’s data privacy. From a client’s perspective,
the WiFi position system should allow the client to make the
geo-localization without compromising its location privacy.
The attacker could be a curious service provider who collects
the locations of the customers to make marketing and sales
strategies, or an external attacker who harvests the locations
of wireless users and sells them for profit. Two location privacy
threats are considered in this study.

∙ Location Privacy Attack I: In this attack, the attacker
directly obtains the client’s location from the query.

∙ Location Privacy Attack II: In this attack, the attacker
gets the client’s sampled WiFi RSS and then infers
client’s location.

The service provider should also keep its WiFi fingerprint
database from unauthorized leaking. For example, a malicious
client may download the database and sell it for profit. The
privacy attacks suffered by a service provider can be classified
as follows:

∙ Data Privacy Attack I: The attacker gets a WiFi
fingerprint database, which is exactly the same as the
localization service provider’s database 𝐷.

∙ Data Privacy Attack II: The attacker gets a WiFi
fingerprint database 𝐷′, which is similar to the service
provider’s database 𝐷 and the localization accuracy of
using 𝐷′ is comparable with that of using 𝐷.

In this work, we consider a general curious-but-honest
attack model; namely, both a client and the service provider
honestly follow the designed protocol but each intends to
disclose the other’s private information.

C. The Paillier Cryptosystem

In this work, we employ the Paillier cryptosystem as our
cryptographic primitive. Invented by Pascal Paillier [12], the
Paillier cryptosystem is a probabilistic asymmetric algorithm
based on the decisional composite residuosity problem. Define
𝑛 = 𝑝𝑞, with 𝑝 and 𝑞 being two large prime numbers. Let
𝑔 = 𝑛 + 1 [13], and 𝑚 be the plaintext to be encrypted.
Denote the ciphertext of 𝑚 by [[𝑚]], which is given by

[[𝑚]] = 𝑔𝑚𝑟𝑛 mod 𝑛2 (2)
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where 𝑟 ∈ ℤ
∗
𝑛 is a random number. Due to the choice

of 𝑔, encryption requires one modular exponentiation and
two modular multiplications while decryption involves one
modular exponentiation.

The Paillier cryptosystem is additively homomorphic. Given
only the public key, one can compute [[𝑚1 +𝑚2]] from [[𝑚1]]
and [[𝑚2]] as follows:

[[𝑚1 +𝑚2 mod 𝑛]] = [[𝑚1]] ⋅ [[𝑚2]] mod 𝑛2 (3)

Furthermore, given [[𝑚]] and a constant 𝑐, [[𝑐 ⋅𝑚 mod 𝑛]] can
be computed by:

[[𝑐 ⋅𝑚 mod 𝑛]] = [[𝑚]]
𝑐

mod 𝑛2 (4)

III. PRIVACY PRESERVING WIFI FINGERPRINT-BASED

LOCALIZATION SCHEME

To address the privacy issues described above, we propose
a Privacy Preserving WiFi Fingerprint-Based Localization
scheme, termed PriWFL, in this section. To better present our
design motivations, we first give a naive version of PriWFL
and analyze its weakness; then we present the complete
version of PriWFL and prove its strength in protecting the
location privacy of the clients and the data privacy of the
service provider. For simplicity, we first consider a one-
building scenario; then discuss how to extend the scheme to
a multi-building scenario.

A. Scheme Overview

As shown in Figure 1, PriWFL involves two components:
client and localization server. The server operated by the
service provider holds a fingerprint database ⟨𝑖, (𝑥𝑖, 𝑦𝑖), 𝑉𝑖 =
{𝑣𝑖𝑗}𝑁𝑗=1⟩𝑀𝑖=1, where 𝑖 is an index, 𝑉𝑖 denotes the WiFi
fingerprint of location (𝑥𝑖, 𝑦𝑖), and 𝑁 is the total number
of APs. PriWFL is decomposed into four phases. In the Pre-
process phase, the server distributes some metadata to a to-be-
localized client. This phase can be executed before the client
uses the localization service, and only needs to be performed
once. In the Preparation phase, the client generates a pair of
keys < 𝑃𝐾𝑐, 𝑃𝑅𝑐 > using the Paillier cryptosystem, encrypts
the sampled WiFi fingerprint 𝑉 ′ using its public key 𝑃𝐾𝑐,
and then submits the corresponding ciphertext and 𝑃𝐾𝑐 to
the server. In the Distance Computation phase, the server
computes the encrypted distance [[𝑑𝑖]] between 𝑉 ′ and each
WiFi fingerprint 𝑉𝑖 in 𝐷 based on homomorphic encryption.
At the end of this phase, the server returns {[[𝑑𝑖]]}𝑀𝑖=1 back to
the client. Finally in the Location Retrieval phase, the client
decrypts {[[𝑑𝑖]]}𝑀𝑖=1 using it’s private key 𝑃𝑅𝑐, finds 𝑘 “closest
fingerprints”, and estimates its location based on the metadata.

B. The Naive PriWFL and Its Privacy Analysis

In this section, we first introduce the naive PriWFL, which
is based on homomorphic encryption. Then we discuss the
privacy issues of the naive scheme.

metadata

Distance
Computation Phase

Location Retrival Phase

cPR

1' ( ',..., ')NV v v

Pre-process
PhasePreparation

Phase

Fingerprint 
database

Fig. 1. The Overview of PriWFL.

1) The Naive PriWFL: The four phases of the naive Pri-
WFL are detailed as follows.

Pre-Process Phase: Assume that the server holds a finger-
print database 𝐷 = ⟨𝑖, (𝑥𝑖, 𝑦𝑖), 𝑉𝑖 = {𝑣𝑖𝑗}𝑁𝑗=1⟩𝑀𝑖=1, which is
collected from a building 𝐵. In this phase, the server dis-
tributes the metadata extracted from the database to the client.
The metadata consists of two tables 𝑇1 = ⟨𝑖, (𝑥𝑖, 𝑦𝑖)⟩𝑀𝑖=1

and 𝑇2 = ⟨𝐴𝑃𝑖⟩𝑁𝑖=1. Here 𝑇1 stores the indexes and all
the locations at which the WiFi fingerprints are measured.
From 𝑇2, the client gets to know which APs can be used for
localization and how to line up the sensed WiFi fingerprint
with the fingerprints in the database.

This phase can be executed before a client uses the local-
ization service, and only needs to be performed once. From
the metadata, the client knows the corresponding physical
locations of the fingerprints in the database but not the
fingerprints themselves. Note that a malicious client cannot
build up its own localization system by knowing only the
metadata; thus distributing the metadata to the client does not
compromise the service provider’s data privacy.

Preparation Phase: When a client holding a sampled WiFi
fingerprint 𝑉 ′ = (𝑣′1, 𝑣

′
2, ..., 𝑣

′
𝑁 ) needs to be localized, it first

generates a pair of keys < 𝑃𝐾𝑐, 𝑃𝑅𝑐 > using the Paillier
cryptosystem, and publishes the public key 𝑃𝐾𝑐 to the server.

Then it encrypts {−2𝑣′1,−2𝑣′2, ...,−2𝑣′𝑁} and 𝑆3 =
𝑁∑
𝑗=1

𝑣′2𝑗

using the public key 𝑃𝐾𝑐. Finally, the client sends a request
containing [[−2𝑣′1]],...,[[−2𝑣′𝑁 ]] and [[𝑆3]] to the server.

Distance Computation Phase: After receiving the client’s
request, the server computes the encrypted squared Euclidean
distance [[𝑑𝑖]] between 𝑉 ′ and 𝑉𝑖 using homomorphic encryp-
tion: [[𝑑𝑖]] = [[𝑆𝑖,1 + 𝑆𝑖,2 + 𝑆3]] = [[𝑆𝑖,1]] ⋅ [[𝑆𝑖,2]] ⋅ [[𝑆3]] where

[[𝑆𝑖,1]] and [[𝑆𝑖,2]] can be computed by [[𝑆𝑖,1]] =

[[
𝑁∑
𝑗=1

𝑣2𝑖,𝑗

]]
and

[[𝑆𝑖,2]] =

[[
𝑁∑
𝑗=1

(−2𝑣𝑖,𝑗 ⋅ 𝑣′𝑗)
]]

=
𝑁∏
𝑗=1

[[
(−2𝑣′𝑗)

]]𝑣𝑖,𝑗
. Then, the

server sends {[[𝑑𝑖]]}𝑀𝑖=1 back to the client.
Location Retrieval Phase: After receiving the encrypted

distance, the client first decrypts {[[𝑑𝑖]]}𝑀𝑖=1. Then it finds
out the 𝑘 smallest distances {𝑑𝐼1 , 𝑑𝐼2 , ..., 𝑑𝐼𝑘}. Accordingly,
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{(𝑥𝐼1 , 𝑦𝐼1) , (𝑥𝐼2 , 𝑦𝐼2) , ..., (𝑥𝐼𝑘 , 𝑦𝐼𝑘)} are retrieved from table
𝑇1 using indexes {𝐼1, 𝐼2, ..., 𝐼𝑘}. Finally, the client estimates
its own position by computing the centroid of the 𝑘 locations.

2) Privacy Analysis: From the client’s perspective, al-
though the server gets a list of encrypted squared Euclidean
distances {[[𝑑𝑖]]}𝑀𝑖=1, it can not find the 𝑘 nearest neighbors.
Furthermore, the Location Retrieval Phase is performed only at
the client side; thus the naive scheme is resistant to Location
Privacy Attack I. On the other hand, as the client’s WiFi
fingerprint sent to the server is encrypted, the server can
not recover it without the client’s private key; thus the naive
scheme is resistant to Location Privacy Attack II.

Though the naive scheme can protect the client’s location
privacy, the service provider’s data privacy can be threatened
by a malicious client through the following two ways:

Data Privacy Attack I: A malicious client randomly
generates 𝑃 WiFi fingerprints, denoted as {𝑉 ′

ℎ}𝑃ℎ=1, with
𝑉 ′
ℎ = {𝑣′ℎ,1, 𝑣′ℎ,2, ..., 𝑣′ℎ,𝑁}. Then it gets the Euclidean distance

𝑑ℎ,𝑖 between 𝑉 ′
ℎ and 𝑉𝑖 from the server. For each 𝑉 ′

ℎ, the
following 𝑀 equations can be constructed:⎧⎨

⎩

∥𝑉 ′
ℎ − 𝑉1∥ =

𝑁∑
𝑗=1

(𝑣′ℎ,𝑗 − 𝑣1,𝑗)
2 = 𝑑ℎ,1

∥𝑉 ′
ℎ − 𝑉2∥ =

𝑁∑
𝑗=1

(𝑣′ℎ,𝑗 − 𝑣2,𝑗)
2 = 𝑑ℎ,2

...

∥𝑉 ′
ℎ − 𝑉𝑀∥ =

𝑁∑
𝑗=1

(𝑣′ℎ,𝑗 − 𝑣𝑀,𝑗)
2 = 𝑑ℎ,𝑀

(5)

Thus, the client gets 𝑀 ⋅ 𝑃 equations in total for 𝑀 ⋅ 𝑁
unknowns. If 𝑃 ≥ 𝑁 , the malicious client can solve the
equations and get {𝑉𝑖}𝑀𝑖=1.

Data Privacy Attack II: A malicious client can get a
fingerprint database 𝐷′ similar to the server’s database 𝐷 in
two steps. As a WiFi RSS is usually an integer between 0 and
−90 (in unit of dBm), the malicious client can fabricate as
many WiFi fingerprints as possible within the valid scope in
the first step. For each fabricated WiFi fingerprint 𝑉 ′

ℎ, the ma-
licious client gets the squared Euclidean distance between 𝑉 ′

ℎ

and each fingerprint in 𝐷, and computes the corresponding lo-
cation (𝑥′

ℎ, 𝑦
′
ℎ). Then the malicious client adds ⟨(𝑥′

ℎ, 𝑦
′
ℎ) , 𝑉

′
ℎ⟩

to its own database 𝐷′. However, if the malicious client
uses 𝐷′ for indoor localization, the performance may decline
dramatically compared with that of using 𝐷, because many
WiFi fingerprints in 𝐷′ do not exist in real-world environment,
even taking the RSS variation into consideration. We refer
these fingerprints as noisy fingerprints, which can bring large
localization errors.

Thus in the second step, the malicious client filters out the
noisy fingerprints. There always exists a transient variation in
WiFi RSS due to dynamic changes in the environment, such
as that caused by a nearby moving object [3]. Assume that the
variation is within 𝜀 [14] [15]. Then the malicious client can
conclude that a WiFi fingerprint 𝑉 ′

ℎ does not exist even taking
the WiFi RSS variation into consideration if

for ∀𝑖 ∈ {1, 2, ...,𝑀}, 𝑑ℎ,𝑖 > 𝑁𝜀2, (6)

i.e., a WiFi fingerprint 𝑉 ′
ℎ does not exist if the squared

Euclidean distance between itself and any record in 𝐷 is higher
than 𝑁𝜀2. Filtering out such noisy fingerprints from 𝐷′ yields
a fingerprint database similar to 𝐷.

C. The Complete PriWFL Scheme

To thwart the privacy attacks described above, we enhance
the naive PriWFL from the following three aspects: i) each
time the server receives a request, it randomly chooses 𝑁 ′

APs from 𝑁 APs to calculate the squared Euclidean distance;
ii) the server blinds the Euclidean distance by a random
number; and iii) the client uses 𝑁 random numbers to mask
its WiFi fingerprint. In the following subsections, we first
conduct a measurement study to investigate the impact of 𝑁 ′

on the localization accuracy; then we present the details of
the scheme and prove that the client can correctly retrieve its
location; and finally we present our privacy analysis.

1) A Measurement Study of WiFi Fingerprint-Based Lo-
calization: The purpose of this study is to investigate the
impact of 𝑁 ′ (namely the number of APs) on the local-
ization accuracy. We conduct an experiment in three real-
world environments. During the training phase, we partition
the indoor space into a mesh of 4𝑚2 grids, and measure the
WiFi fingerprints at each grid. During the operating phase, we
utilize a conventional smartphone to sample the WiFi RSS for
localization at various positions. To estimate the location, we
use 3 nearest neighbors (𝑘 = 3).

We employ the localization error to quantify accuracy.
Figure 2 presents the cumulative distribution function (CDF)
of the localization error when the number of APs is varied
from 1 to 10. It is observed that the localization accuracy
is significantly improved when the number of APs increases
from 1 to 6. However, when the number of APs goes beyond 6,
the improvement of localization accuracy becomes negligible.
This implies that more number of APs does not bring more
information to localization when granularity of the fingerprint
database remains unchanged because the 𝑘 nearest neighbors
in the database does not change.

These experimental results indicate that the localization
accuracy improves with the increase of the number of APs.
However, when the number of APs reaches a “threshold” (6 for
our experimental environment), it does not obviously increase.
Nowadays, WiFi APs are widely and densely deployed in
many indoor environments (e.g., office buildings, shopping
malls, and airport terminals). Thus within a single place, a
device can hear tens of APs, which implies that the dimension
𝑁 of the WiFi fingerprints is quite large. Since a large 𝑁 does
not improve the localization error, the server can randomly
selects 𝑁 ′ (6 ≤ 𝑁 ′ ≤ 𝑁 in our experiment) APs to locate the
client without decreasing the localization accuracy.

2) The Complete PriWFL Protocol: Like its naive version,
the complete PriWFL consists of four phases, among which
the first phase remains unchanged. Thus in the following we
only detail the other three phases.

Preparation Phase: When a client needs to be locat-
ed, it first generates a pair of keys < 𝑃𝐾𝑐, 𝑃𝑅𝑐 >
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(b) The location accuracy in building 2.
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(c) The location accuracy in building 3.

Fig. 2. The impact of the number of APs on localization accuracy.

using the Paillier cryptosystem, and publishes the pub-
lic key 𝑃𝐾𝑐. Then it selects 𝑁 big random number-
s {𝑟1, 𝑟2,...,𝑟𝑁} and encrypts {−2𝑣′1, ... − 2𝑣′𝑁}, {𝑣′21 +
𝑟1,𝑣′22 + 𝑟2,...,𝑣′2𝑁 + 𝑟𝑁} using 𝑃𝑅𝑐. Finally, the client
sends a request containing {[[−2𝑣′1]],[[−2𝑣′2]],...,[[−2𝑣′𝑁 ]]} and
{[[𝑣′21 + 𝑟1

]]
,
[[
𝑣′22 + 𝑟2

]]
,...,

[[
𝑣′2𝑁 + 𝑟𝑁

]]} to the server.
Distance Computation Phase: After receiving the client’s

request, the server first checks whether the client has submitted
all the encrypted WiFi fingerprint components. If not, the
server ignores the request. Otherwise, the server generates a
random number 𝑅, and randomly chooses 𝑁 ′ dimensions, de-
noted as 𝐶 = {𝑐1, 𝑐1, ..., 𝑐𝑁 ′}, from the original 𝑁 dimensions
in the WiFi fingerprint database 𝐷. Then the server computes[[
𝑆′
𝑖,1

]]
,
[[
𝑆′
𝑖,2

]]
, [[𝑆′

3]], and [[𝑑′𝑖]] (for 1 ≤ 𝑖 ≤ 𝑀 ):

[[
𝑆′
𝑖,1

]]
=

⎡
⎣
⎡
⎣∑
𝑗∈𝐶

𝑣2𝑖,𝑗

⎤
⎦
⎤
⎦ (7)

[[
𝑆′
𝑖,2

]]
=

∏
𝑗∈𝐶

[[−2𝑣′𝑗
]]𝑣𝑖,𝑗 (8)

[[𝑆′
3]] =

∏
𝑗∈𝐶

[[
𝑣′2𝑗 + 𝑟𝑗

]]
(9)

[[𝑑′𝑖]] =
[[
𝑆′
𝑖,1 + 𝑆′

𝑖,2 + 𝑆′
3 +𝑅

]]
=

[[
𝑆′
𝑖,1

]] ⋅ [[𝑆′
𝑖,2

]] ⋅ [[𝑆′
3]] ⋅ [[𝑅]] (10)

Finally, the server returns {[[𝑑′𝑖]]}𝑀𝑖=1 to the client.
Location Retrieval Phase: After receiving {[[𝑑′𝑖]]}𝑀𝑖=1, the

client decrypts the ciphertexts and estimates its location using
the same method as the naive scheme. Its correctness is
guaranteed by the following theorem.

Theorem 1. Given 𝑑′𝑒 and 𝑑′𝑓 returned by the server for one
request. If 𝑑′𝑒 > 𝑑′𝑓 , we have 𝑑𝑒 > 𝑑𝑓 , where 𝑑𝑒 and 𝑑𝑓 are the
squared Euclidean distances between 𝑉𝑒 and 𝑉 ′, and between
𝑉𝑓 and 𝑉 ′, over 𝑁 ′ dimensions, respectively.

Proof:

𝑑′𝑒 − 𝑑′𝑓
= (𝑆′

𝑒,1 + 𝑆′
𝑒,2 + 𝑆′

3 +𝑅)− (𝑆′
𝑓,1 + 𝑆′

𝑓,2 + 𝑆′
3 +𝑅)

= (
∑
𝑗∈𝐶

𝑣2𝑒,𝑗 +
∑
𝑗∈𝐶

(−2𝑣𝑒,𝑗 ⋅ 𝑣′𝑗) +
∑
𝑗∈𝐶

(𝑣′2𝑗 + 𝑟𝑗))−

(
∑
𝑗∈𝐶

𝑣2𝑓,𝑗 +
∑
𝑗∈𝐶

(−2𝑣𝑓,𝑗 ⋅ 𝑣′𝑗) +
∑
𝑗∈𝐶

(𝑣′2𝑗 + 𝑟𝑗))

= (
∑
𝑗∈𝐶

𝑣2𝑒,𝑗 +
∑
𝑗∈𝐶

(−2𝑣𝑒,𝑗 ⋅ 𝑣′𝑗) +
∑
𝑗∈𝐶

𝑣′2𝑗 )−

(
∑
𝑗∈𝐶

𝑣2𝑓,𝑗 +
∑
𝑗∈𝐶

(−2𝑣𝑓,𝑗 ⋅ 𝑣′𝑗) +
∑
𝑗∈𝐶

𝑣′2𝑗 )

= 𝑑𝑒 − 𝑑𝑓

Thus if 𝑑′𝑒 > 𝑑′𝑓 , we have 𝑑𝑒 > 𝑑𝑓 .

3) Privacy Analysis: Though {[[𝑑′𝑖]]}𝑀𝑖=1 is computed by
the server, the server is not able to pick out the 𝑘 nearest
neighbors, because it does not have the private key 𝑃𝑅𝑐.
Therefore the server cannot figure out the client’s location,
guaranteeing the client’s location privacy. Further, the Location
Retrieval Phase is performed only at the client side, thus the
complete PriWFL is resistant to Location Privacy Attack I.

In the proposed PriWFL scheme, the client submits
{[[−2𝑣′1]], [[−2𝑣′2]], ... , [[−2𝑣′𝑁 ]]} and {[[𝑣′21 + 𝑟1

]]
,
[[
𝑣′22 + 𝑟2

]]
,

... ,
[[
𝑣′2𝑁 + 𝑟𝑁

]]} to the server. The server cannot recover
{𝑣1, 𝑣2, ..., 𝑣𝑁}. Namely, PriWFL is resistant to Location
Privacy Attack II according to the following Theorem.

Theorem 2. Given
[[−2𝑣′𝑗

]]
and

[[
𝑣′2𝑗 + 𝑟𝑗

]]
, the server cannot

recover 𝑣′𝑗 , if 𝑟𝑗 is kept secret.

Proof: After getting
[[−2𝑣′𝑗

]]
and

[[
𝑣′2𝑗 + 𝑟𝑗

]]
, the server

can compute the following equation:[[(−2𝑣′𝑗
) ⋅ (−1

2
𝑣′𝑗

)]]
=

[[
𝑣′2𝑗 + 𝑟𝑗 − 𝑟𝑗

]]
(11)

By applying the homomorphic property of the Paillier cryp-
tosystem, we can transform (11) into the following equation:[[−2𝑣′𝑗

]](− 1
2𝑣

′
𝑗) =

[[
𝑣′2𝑗 + 𝑟𝑗

]] ⋅ [[−𝑟𝑗 ]] (12)

In (12), 𝑟𝑗 is a big random number generated by the client.
Thus even the server knows

[[−2𝑣′𝑗
]]

and
[[
𝑣′2𝑗 + 𝑟𝑗

]]
, it still

cannot recover 𝑣′𝑗 .
The server’s data privacy is preserved according to the

following two theorems.

Theorem 3. The proposed PriWFL is resistant to Data Pri-
vacy Attack I.

Proof: To get the WiFi fingerprint database, a malicious
client should generate at least 𝑁 distinct WiFi fingerprints
{𝑉 ′

ℎ}𝑁ℎ=1. However, for any 𝑉 ′
ℎ submitted by the client, the

server randomly chooses 𝑁 ′ APs to compute the Euclidean
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distance, where 𝑁 ′ is a secret number that is less that 𝑁 but
is greater than a threshold 𝜏 . Thus (5) has 𝐴 = 𝐶𝜏

𝑁 +𝐶𝜏+1
𝑁 +

... + 𝐶𝑁
𝑁 possible combinations for a malicious client to try.

For {𝑉 ′
ℎ}𝑁ℎ=1, there are in total 𝐴𝑁 combinations, resulting in

𝐴𝑁 solutions. We claim that this is computationally infeasible,
even with the most powerful computer in today’s market. For
example, when 𝜏 = 6 and 𝑁 = 10 as in our experiment,
𝐴𝑁

≈ 7.34× 1025. Today’s most powerful computer achieves
a processing speed of 33.86 petaflops per second [16]. This
implies that it will take hundreds of years to solve (5) with
the best computer, indicating that PriWFL is computationally
secure (practically secure).

Theorem 4. The proposed PriWFL is resistant to Data Pri-
vacy Attack II.

Proof: Though a malicious client may exhaustively list
all possible WiFi Fingerprint combinations and get the corre-
sponding locations, it cannot filter out the noisy fingerprints
through (6) because the server masks the squared Euclidean
distance by a random number 𝑅 for each request. The localiza-
tion performance using 𝐷′ is poor, due to the low localization
accuracy (As shown in section V-D) .

D. Extending PriWFL to a multi-building scenario

Within a single building, the number of APs (i.e. 𝑁 ) and
the total number of WiFi fingerprints in a database (i.e. 𝑀 ) are
small. If a service provider wants to provide the localization
service in a town-scale scenario, 𝑁 and 𝑀 become very large,
leading to a heavy computational overhead both at the server
side and the client side.

Assume that there are in total 𝑆 buildings, denoted as
{𝐵1, 𝐵2, ..., 𝐵𝑆}. We further assume that within each building
𝐵𝑖, there are at least 𝑁 APs within reach at any position,
denoted as {𝐴𝑃𝑖𝑗}𝑁𝑗=1. To achieve scalability, we reduce the
dimension of the fingerprints in each building from 𝑁 ⋅𝑀 to
𝑁 , with each new dimension denoting the RSS value from
one of the 𝑁 reachable APs within the building. In the Pre-
process phase, the server distributes metadata to the client.
The metadata consists of three tables 𝑇1 = ⟨𝑖, (𝑥𝑖, 𝑦𝑖)⟩𝑀𝑖=1,
𝑇2 = ⟨𝑖, (𝑎𝑖, 𝑏𝑖)⟩𝑆𝑖=1, and 𝑇3 = ⟨𝑖, {𝐴𝑃𝑖,𝑗}𝑁𝑗=1⟩𝑆𝑖=1. Here
𝑇1 stores the indexes and all the locations where the WiFi
fingerprints are measured, and 𝑇2 indicates that the locations
⟨𝑙, (𝑥𝑙, 𝑦𝑙)⟩𝑏𝑖𝑙=𝑎𝑖

belong to building 𝐵𝑖. From 𝑇3, the client gets
to know which APs can be used for localization and how
to line up the sensed WiFi fingerprint with the fingerprints
in the database. Assume that the client is in building 𝐵𝑢,
which can be determined by GPS before entering the building.
In the Preparation phase, the client informs the server of 𝑤
buildings it may reside and the server just needs to calculate
the distance between the submitted WiFi fingerprint and the
WiFi fingerprints in the 𝑤 buildings. It is a tradeoff between
efficiency and privacy. A larger 𝑤 leads to a higher compu-
tational overhead, but implies a higher guarantee for location
privacy. After receiving {[[𝑑′𝑖]]}𝑀𝑖=1, the client only needs to
decrypt {[[𝑑′𝑖]] ∣𝑎𝑢 ≤ 𝑖 ≤ 𝑏𝑢}, with 𝑎𝑢 and 𝑏𝑢 being retrieved
from Table 𝑇2.

IV. EXPLOITING INDOOR MOBILITY PREDICTION TO

REDUCE THE CLIENT’S COMPUTATIONAL OVERHEAD

In the Location Retrieval phase described above, a client
in building 𝐵𝑢 needs to decrypt {[[𝑑′𝑖]] ∣𝑎𝑢 ≤ 𝑖 ≤ 𝑏𝑢}.
This process is still time-consuming especially for resource-
constrained devices such as smartphones. According to [17], it
costs more than 10 seconds to decrypt [[𝑑′𝑖]] for 1 ≤ 𝑖 ≤ 100 on
an ordinary smartphone. Furthermore, for some applications
such as indoor navigation, a client needs to make frequent lo-
calization requests, leading to a high computational overhead.
To overcome this problem, we propose an indoor mobility pre-
diction algorithm, which outputs the set of possible locations
(denoted by 𝐿𝑜𝑐𝑆𝑒𝑡) at time 𝑇𝑖+1 for a client based on its
location at time 𝑇𝑖. Then the device only needs to decrypt
{[[𝑑′𝑖]] ∣ (𝑥𝑖, 𝑦𝑖) ∈ 𝐿𝑜𝑐𝑆𝑒𝑡}. The design of the algorithm is
motivated by the following three observations. First, a client’s
mobility in an indoor environment is constrained by the indoor
layout. For example, it’s impossible for a client to walk
through walls. Second, limited by walking speed, a client
cannot move a long distance in a short time interval. Third,
a client can learn the indoor layout through the indoor map
downloaded from the localization service provider.

For simplicity, we take Figure 3 as an example to illustrate
our algorithm. Figure 3(a) is the integrated layout of an office
building, in which the black spots represent locations where
the recorded WiFi fingerprints are obtained. We partition the
layout into a mesh of grids, ensuring that there is only one
black spot at every grid. Figure 3(b) demonstrates the detailed
layout of one room in the building. We model the indoor layout
through a graph 𝐺, in which each vertex stands for a grid. If
two grids 𝑔𝑖 and 𝑔𝑗 are adjacent to each other, and there is no
barrier (such as a furniture or a wall) between them, then there
is an edge linking 𝑔𝑖 and 𝑔𝑗 . A client can at most move from
one grid to one of its adjacent neighbors within △𝑡, which
depends on the client’s walking speed and the grid size. The
graph representation corresponding to the room in Figure 3(b)
is shown in Figure 3(c), which is a subgraph of 𝐺.

Assume that a client resides in grid 𝑔𝑠 at time 𝑡. After △𝑡,
the client may move from 𝑔𝑠 to one of the neighboring grids,
or stay in 𝑔𝑠. Thus 𝐿𝑜𝑐𝑆𝑒𝑡 = 𝑁𝑒𝑖𝑠 ∪ {𝑔𝑠} (at time 𝑡+△𝑡),
where 𝑁𝑒𝑖𝑠 denotes the neighbors of 𝑔𝑠. For example, assume
that the client is in grid 𝑔12 at time 𝑡 in Figure 3(c). After
△𝑡, the client may move to grid 𝑔11, 𝑔8, or stay in 𝑔12. Then
𝐿𝑜𝑐𝑆𝑒𝑡 = {𝑔11, 𝑔8, 𝑔12}. After 2△𝑡, the possible location set
for this client is 𝐿𝑜𝑐𝑆𝑒𝑡 = {𝑔12, 𝑔11, 𝑔10, 𝑔8, 𝑔3, 𝑔4}. If the
client requests its location at time 𝑡 + 2△𝑡, it only needs to
decrypt {[[𝑑′𝑖]] ∣ (𝑥𝑖, 𝑦𝑖) ∈ 𝐿𝑜𝑐𝑆𝑒𝑡} in the Location Retrieval
phase to find out the 𝑘 nearest neighbors and estimate its
current location. We summarize this algorithm in Algorithm 1.

V. PERFORMANCE EVALUATION

In this section, we report the results of our theoretical
analysis and experimental study to demonstrate the perfor-
mance of PriWFL. As the Pre-Process phase does not involve
any computation, we only evaluate the other three phases.
Table I summarizes the theoretical analysis results of PriWFL,

IEEE INFOCOM 2014 - IEEE Conference on Computer Communications

2342



7

(a) The layout of the building (b) The detailed layout of one room in (a) (c) Graph description of (b) 

Fig. 3. Building layout, the black spots in (a) are the locations where the fingerprints are trained.

Algorithm 1 Mobility prediction algorithm
Input:

𝐺; 𝑔𝑠 - the grid the client resides at time 𝑇𝑖

Output:
𝐿𝑜𝑐𝑆𝑒𝑡 - the client’s possible locations at time 𝑇𝑖+1

1: 𝑛 = ⌈(𝑇𝑖+1 − 𝑇𝑖) /△𝑡⌉
2: 𝑄 = 𝐿𝑜𝑐𝑆𝑒𝑡 = {𝑔𝑠}
3: for 𝑗 ← 1 to 𝑛 do
4: 𝑃 = ∅
5: for each 𝑔𝑖 in Q do
6: Get the neighbor list 𝑁𝑒𝑖𝑖 of 𝑔𝑖
7: 𝑃 = 𝑃 ∪𝑁𝑒𝑖𝑖
8: 𝐿𝑜𝑐𝑆𝑒𝑡 = 𝐿𝑜𝑐𝑆𝑒𝑡 ∪𝑁𝑒𝑖𝑖
9: 𝑄 = 𝑄− {𝑔𝑖}

10: end for
11: 𝑄 = 𝑃
12: end for
13: return 𝐿𝑜𝑐𝑆𝑒𝑡;

where 𝐸𝑥𝑝 denotes one modular exponentiation, 𝑀𝑢𝑙 denotes
one modular multiplication, and 𝐿 is the bit length of a
ciphertext. To evaluate the performance in practical settings,
we implement the client side of PriWFL on a Android platform
with a Qualcomm Snapdragon600 quad-core 1.7GHz CPU
and 2G RAM, and the server side on a 32-bit computer with
Intel i7 CPU of 3.4 GHz and 4G memory. The database we
use contains 𝑀 = 1000 WiFi fingerprints, among which 230
records are trained in three different office buildings, and the
rest are randomly generated. The total number of APs is 15.
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Fig. 5. Cost of the Distance Computation phase.

A. Cost of the Preparation Phase

We first measure the computation time and bandwidth cost
in the preparation phase under different parameter settings.
Figure 4(a) shows the relationship between the time cost and
𝑁 under different Paillier Modulus. We observe that i) for
Paillier Modulus 512 the computation time increases from
0.106s to 0.269s when 𝑁 is increased from 6 to 15; ii) using
Paillier Modulus 1024 results in a larger time cost than using
Paillier Modulus 512; and iii) the time cost ranges from 0.781s
to 1.960s when 𝑁 is increased from 6 to 15.

At the end of this phase, the client sends the encrypted data
to the server. The bandwidth cost is shown in Figure 4(b).
When 𝑁 is increased from 6 to 14, the consumed bandwidth
ranges from 3.605KB to 9.012KB for Paillier Modulus 512,
and from 7.218KB to 16.840KB for Paillier Modulus 1024.

B. Cost of the Distance Computation Phase

In this phase, the server randomly selects 𝑁 ′ (6 ≤ 𝑁 ′ ≤ 𝑁 )
dimensions to compute the encrypted distance between the
client’s WiFi fingerprint and each fingerprint in the database.
We set 𝑁 = 15, and investigate the impact of database size
𝑀 on the time cost and bandwidth cost in the Distance
Computation Phase. Figure 5(a) shows the computational
overhead under different database size 𝑀 . It is observed that
when 𝑀 increases from 100 to 1000, the computation time
increases from 0.911s to 9.203s for Paillier Modulus 512, and
from 6.099s to 60.907s for Paillier Modulus 1024.

After computation, the server sends the encrypted distance
back to the client. As depicted the Table I, the communication
overhead is linear to the size of the WiFi fingerprint database.
Figure 5(b) shows the relationship between the communication
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TABLE I
COMPLEXITY ANALYSIS RESULTS

Phases
Computation

Communication (in bits)
Client Server

Preparation Phase 2𝑁 ⋅ 𝐸𝑥𝑝+ 4𝑁 ⋅𝑀𝑢𝑙 𝑛𝑜𝑛𝑒 2𝑁 ⋅ 𝐿
Distance Computation Phase 𝑛𝑜𝑛𝑒 𝑀 ⋅ (𝑁 ′ + 1) ⋅ 𝐸𝑥𝑝+𝑀 ⋅ (2𝑁 ′ + 3) ⋅𝑀𝑢𝑙 𝑀 ⋅ 𝐿

Location Retrieval Phase ∣𝐿𝑜𝑐𝑆𝑒𝑡∣ ⋅ 𝐸𝑥𝑝 𝑛𝑜𝑛𝑒 𝑛𝑜𝑛𝑒

(a) Layout of the testing floor.
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Fig. 6. The cost of the Location Retrieval Phase.

overhead and 𝑀 . We observe that as 𝑀 increases from
100 to 1000, the bandwidth cost ranges from 30.049KB to
300.445KB for Paillier Modulus 512, and from 60.142KB to
601.438KB for Paillier Modulus 1024.

C. Cost of the Location Retrieval Phase

To reduce the computational overhead, we propose the
indoor mobility algorithm, which exploits the location at
time 𝑡𝑖 to predict the possible locations (𝐿𝑜𝑐𝑆𝑒𝑡) at time
𝑡𝑖 + 1. In this subsection, we first evaluate the effectiveness
of our prediction algorithm. For this purpose we conduct an
experiment on the first floor of an office building. Figure 6(a)
shows the layout of the floor, which covers approximately
520 (26 × 20) square meters. We partition the floor into 76
grids, ensuring there is only one WiFi fingerprint measured
at a single grid. Assume that within each second, one can
move at most from a grid to one of the adjacent grids. In
our experiments, we randomly select the location at time 𝑡𝑖,
and increase the time interval between 𝑡𝑖 and 𝑡𝑖+1 from 2s to
20s. The experiments are repeated 100 times and the averaged
results are reported. As demonstrated in Figure 6(b), when the
time interval between two localization requests is 2 seconds,
the client performs 3.3 decryptions in average, saving about
96% computational overhead in the Location Retrieval phase.
With the increase of the time interval, the size of the client’s
possible location set 𝐿𝑜𝑐𝑆𝑒𝑡 becomes larger. For example,
when the interval reaches 20 seconds, the client’s possible
location set 𝐿𝑜𝑐𝑆𝑒𝑡 contains 74 positions.

Figure 6(c) demonstrates the relationship between the time
cost in the Location Retrieval phase and the time interval
under different Paillier Modulus. When using Paillier Modulus
512, the client can estimate its location within 1s; when using
Paillier Modulus 1024 the time gets larger but it is always less
than 5s.
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Fig. 7. The effectiveness of PriWFL in defending Data Privacy Attack II.

D. The effectiveness of PriWFL

As described above, PriWFL can protect a client’s location
privacy and is resistant to Data Privacy Attack I; but this
can not be verified through experiments. Thus, we evaluate
the effectiveness of PriWFL when defensing Data Privacy
Attack II. In our experiments, the database contains 230 WiFi
fingerprints collected in three office buildings. Each WiFi
fingerprint is a 10-dimensional vector. The database 𝐷′ is
constructed as follows. In the first step, we randomly generate
a WiFi fingerprint 𝑉 ′ and query the localization system to get
the distances between 𝑉 ′ and all the items in 𝐷, i.e. {𝑑𝑖}𝑀𝑖=1.
We further estimate the location (𝑥′, 𝑦′) corresponding to
𝑉 ′. In the second step, we check if all the distances are
greater than 10 × 𝜀2, where 𝜀 = 5. If false, ⟨(𝑥′, 𝑦′) , 𝑉 ′⟩ is
inserted into 𝐷′; if true, 𝑉 ′ is regarded as a noisy fingerprint.
As it is computationally infeasible for a malicious client to
exhaustively list all possible fingerprints, we set ∣𝐷′∣ to be
6000, 9000, and 12000. The localization accuracy of using 𝐷
and 𝐷′ is shown in Figure 7. We observe that the performance
of using 𝐷′ is significantly poorer than that of using 𝐷. Using
𝐷′, nearly 50% of the localization errors are larger than 7𝑚,
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which is unacceptable for many application scenarios [3]. We
also observe that the location accuracy does not improve as the
size of 𝐷′ increases. Thus we claim that PriWFL can defend
against Data privacy Attack II effectively.

VI. RELATED WORK

In this section, we discuss two lines of related research:
location privacy and biometric identification.

A. Location Privacy in Location-Based Services

To protect the client’s location privacy in Location-Based
Services, several approaches have been proposed. The most
popular approach is 𝑘-anonymity [7] [8], which provides a
form of plausible deniability by ensuring that the client cannot
be individually identified from a group of 𝑘 clients. Mix
Zone [9] is another popular approach. It divides the whole
region into application zones and mix zones. Clients report
their locations in application zones, and receive new, unused
pseudonyms at mix zones. This helps to prevent an attacker
from linking pseudonyms because a new pseudonym could
have been assigned to anyone in a mix zone.

The above-mentioned approaches rely on a trusted third par-
ty, and they all assume that clients know their own locations.
In this paper, we address the privacy issues when localizing
a to-be-localized client based on RSS fingerprints; thus this
work is orthogonal to the existing research in location privacy
for LBSs.

B. Privacy in Biometric Identification

To protect the clients’ privacy in the process of biometric
identification, Erkin et al. [18] proposed a privacy-preserving
face recognition system, which hides the client’s biometric
and the comparison result from the server that performs the
matching operation. Huang et al. [10] proposed a privacy-
preserving biometric identification protocol with their novel
garbled circuit design and the ciphertext packing technique.
Yuan et al. [11] proposed a privacy-preserving biometric
identification scheme that achieves efficiency by exploiting the
power of cloud computing.

All these schemes are proposed to find only the closest
match. When being extended to 𝑘 nearest neighbor search,
multi-round computation and communication are required to
retrieve the records corresponding to the 𝑘 closest matches.
In WiFi fingerprint-based localization, 𝑘 “closest fingerprints”
need to be identified to derive the client’s location.

VII. CONCLUSIONS AND FUTURE RESEARCH

In this paper, we analyze the privacy issues of WiFi
fingerprint-based localization. To thwart the privacy threat-
s, we propose a novel Privacy-Preserving WiFi Fingerprint
Localization scheme (PriWFL), which utilizes homomorphic
encryption to protect both the client’s location privacy and
the localization service provider’s data privacy. Furthermore,
we design an indoor mobility prediction algorithm to reduce
the computational overhead at the client side. To validate Pri-
WFL, we perform extensive theoretical performance analysis,

implement PriWFL in a typical Android platform, and carry
out extensive experimental study. Our results demonstrate the
effectiveness and practicality of PriWFL.
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[13] I. Damgård and M. Jurik, “A generalisation, a simplication and some
applications of paillier’s probabilistic public-key system,” in Public Key
Cryptography. Springer, 2001, pp. 119–136.

[14] S. Yang, P. Dessai, M. Verma, and M. Gerla, “Freeloc: Calibration-free
crowdsourced indoor localization,” in Proc. of IEEE INFOCOM, 2013.

[15] A. Haeberlen, E. Flannery, A. M. Ladd, A. Rudys, D. S. Wallach, and
L. E. Kavraki, “Practical robust localization over large-scale 802.11
wireless networks,” in Proc. of ACM MobiCom, 2004.

[16] Top500, “Chinas tianhe-2 supercomputer takes no. 1 ranking on 41st
top500 list,” 2013, [Online; accessed 2013-06-17]. [Online]. Available:
http://www.top500.org/blog/lists/2013/06/press-release/

[17] R. Zhang, J. Zhang, Y. Zhang, J. Sun, and G. Yan, “Privacy-preserving
profile matching for proximity-based mobile social networking,” IEEE
Journal on Selected Areas in Communications, 2013.

[18] Z. Erkin, M. Franz, J. Guajardo, S. Katzenbeisser, I. Lagendijk, and
T. Toft, “Privacy-preserving face recognition,” in Privacy Enhancing
Technologies. Springer, 2009, pp. 235–253.

IEEE INFOCOM 2014 - IEEE Conference on Computer Communications

2345



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize false
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo false
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /ComicSansMS
    /ComicSansMS-Bold
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FranklinGothic-Medium
    /FranklinGothic-MediumItalic
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Gautami
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /Impact
    /Kartika
    /Latha
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaConsole
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSansUnicode
    /Mangal-Regular
    /MicrosoftSansSerif
    /MonotypeCorsiva
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MVBoli
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Raavi
    /Shruti
    /Sylfaen
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <FEFF00560065007200770065006e00640065006e0020005300690065002000640069006500730065002000450069006e007300740065006c006c0075006e00670065006e0020007a0075006d002000450072007300740065006c006c0065006e00200076006f006e002000410064006f006200650020005000440046002d0044006f006b0075006d0065006e00740065006e002c00200075006d002000650069006e00650020007a0075007600650072006c00e40073007300690067006500200041006e007a006500690067006500200075006e00640020004100750073006700610062006500200076006f006e00200047006500730063006800e40066007400730064006f006b0075006d0065006e00740065006e0020007a0075002000650072007a00690065006c0065006e002e00200044006900650020005000440046002d0044006f006b0075006d0065006e007400650020006b00f6006e006e0065006e0020006d006900740020004100630072006f00620061007400200075006e0064002000520065006100640065007200200035002e003000200075006e00640020006800f600680065007200200067006500f600660066006e00650074002000770065007200640065006e002e>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Required"  settings for PDF Specification 4.01)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


